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WHO IS KEEPING YOUR INFORMATION SECURE?  
 

CompTIA Security+  

 

CompTIA Advanced Security Practitioner (CASP) 

 

 

 

 

Certified Information Systems Security Professional (CISSP) 

 

 

 

 

 

Certified Ethical Hacker (CEH) 

 

 

 

Certified Information Security Manager (CISM) 
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www.nhguam.com 
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CompTIA Security+ training from New Horizons provides an excellent introduction to 

the security field and is typically a better entry point than jumping right into an 

advanced security program. With Security+, you’ll build a solid foundation of 

knowledge that you can build upon—helping you advance your career in the months 

and years to come. 

 

CompTIA Advanced Security Practitioner (CASP) certification training from New 

Horizons can provide you with the skills necessary to become CASP certified and 

ready for an advanced career in IT security. This course is intended for IT 

professionals who have the technical knowledge and skills required to conceptualize, 

design and engineer secure solutions across complex enterprise environments.  

 

New Horizons is proud to be able to provide training to assist you in preparation for 

the CISSP Information Security Certification exam. The CISSP certification is a 

globally recognized information security certification governed and bestowed by the 

international Information Systems Security Certification Consortium, also known as 

(ISC)2. It was the first information security credential accredited by the international 

ANSI ISO/IEC Standard 17024:2003. 

 

Certified Ethical Hacker training and certification at New Horizons will help you 

learn to stop hackers by thinking and acting like one. The CEH training 

immerses students in an interactive environment where they will learn how to 

scan, test, hack, and secure their own systems. Students then learn how 

intruders escalate privileges and what steps can be taken to secure a system. 

 

Demonstrate your information security management expertise. The uniquely 

management-focused CISM certification promotes international security practices 

and recognizes the individual who manages designs, and oversees and assesses an 

enterprise’s information security.  
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As with any emergency, how you handle the first few minutes and hours is critical for successfully 
remediating the situation. With cybersecurity, nothing could hold more true. Without a properly trained 
incident response team, a hack could take weeks or months to remediate. In fact, the average time it takes 
to detect a cyber-attack stands at 197 days, which leaves way too much time where your organization is 
vulnerable to devastating losses. 
 

You can think of it like this: if your house was on fire, who would you rather have show up - a properly 
trained first responder or an analyst? Organizations need IT staff that are properly trained and ready to put 
out immediate "fires" from any incident - and that's not something that can be done with just analysis.  
 

ACCREDITATIONS: 
 

 • Compliant with ANSI/ISO/IEC 17024 standards  
 • Approved by the U.S. Departmend of Defense (DOD) to fufill Directive 8570/8140 requirements  
 • UK GCHQ Certified Training (GCT) Available  
 • Human Resources Development Fund (HRDF)  
 • and more... 
 

About CFR: The Only Certification for 

Before, During, and After the Attack 

 

You are interested in certifying your skills, but are you training for all phases of a cyber-attack? When it 
comes to cyber security, it’s no longer of it, but when. Are you ready to protect your organization? 
 

Designed for information assurance professionals, CFR takes a holistic approach to preparing employees to 
analyze threats, secure networks, handle incidents, and utilize other critical security skills when protecting 
their organization. 

 
 

New Horizons Guam offers 5 Days CFR Certification group training anytime as requested! 
 

eMail: NHCLC@NHGUAM.COM 
Ph. 671-633-4811
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Breaking news: the Department of Homeland Security warns American-based businesses to 
expect increased hacking activity and advises them to protect themselves from a variety of 
malicious attacks and exploits. 
 
Now more than ever, it is critical that you and your customers take proactive steps to protect 
against data-wiping malware, credential-stuffing exploits, and sophisticated spear-phishing 
attacks that are expected to occur imminently.  
 
You can help solve this immediate need with CyberSAFE, an end-user security awareness 
training program that helps businesses of any size prepare their employees for exactly this type 
of situation - by enabling them to identify and avoid cyber threats before they turn into 
devastating losses. 
  
 
 

New Horizons Guam offers 4 Hours CyberSAFE group training 
for All End-users Anytime as requested! 
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